
Aim of the Anti-Drug Awareness & Anti-Cybercrime Committee in College 

"To create a safe, healthy, and responsible campus environment by promoting 

awareness, prevention, and proactive action against drug abuse and cybercrime among 

students and staff." 

This aim captures the unified purpose of both initiatives—ensuring students are 

informed, supported, and empowered to make safe choices both offline and online. 

 

Objectives of the Anti-Drug Awareness Committee: 

1. Promote a Drug-Free Campus: 

 Encourage students to lead a healthy, drug-free lifestyle. 

2. Raise Awareness: 

 Educate students about the harmful effects of drug abuse on physical, mental, 

and academic health. 

3. Conduct Outreach & Programs: 

 Organize seminars, workshops, guest lectures, and awareness drives with the 

help of experts and NGOs. 

4. Early Intervention: 

 Identify at-risk students and provide counselling or connect them with 

professional help. 

5. Peer Involvement: 

 Promote peer-led initiatives and student ambassadors to spread awareness. 

6. Coordinate with Authorities: 

 Work with local law enforcement and rehabilitation centers for support and 

prevention strategies. 

7. Promote Positive Alternatives: 

 Encourage participation in extracurricular activities, sports, and wellness 

programs. 

 

Objectives of the Anti-Cybercrime Committee: 

1. Educate on Cyber Safety: 

 Spread awareness about cyber threats like phishing, hacking, cyberbullying, 

identity theft, etc. 

2. Promote Safe Online Behaviour: 



 Inculcate ethical digital behaviour and respect for privacy among students and 

staff. 

3. Conduct Workshops & Training: 

 Organize training sessions on cybersecurity, safe browsing, data protection, 

and digital rights. 

4. Support Victims of Cybercrime: 

 Provide guidance and assistance to students affected by online crimes or 

harassment. 

5. Monitor and Report: 

 Create mechanisms for students to report cyber incidents safely and 

confidentially. 

6. Collaborate with Authorities: 

 Work with cybercrime cells, police, and IT professionals to address issues and 

investigate incidents. 

7. Policy Development: 

 Help develop and implement college-level cyber safety policies and internet 

usage rules. 

 


